INSTALL REMOTE ACCESS FIRST

How to configure NAT for connecting a private network to the Internet?

In Server Manager/Dashboard page, click Remote Access in left pane
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Right-click one Server as “VB-Router-01” and click Remote Access Management in menu
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In Remote Access Management Console page, click Open RRAS Management in VPN Tasks to launch

Routing and Remote Access
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ﬂ Configure Remote Access

DirectAccess & VPN settings have not yet been configured. Select one of the wizard options.
< Run the Getting Started Wizard
Use this wizard to configure DirectAccess and VPN quickly, with default recommended settings.
< Run the Remote Access Setup Wizard
Use this wizard to configure DirectAccess and VPN with custom settings.

The Getting Started Wizard only appears the first time you run the Remote Access Management
0 console. After running this wizard, click the Configuration node to edit DirectAccess and VPN
settings using the Remote Access Setup Wizard.
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In Routing and Remote Access management, right-click the server next to click Configure and Enable
Routing and Remote Access in menu to launch Setup wizard
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Configures Routing and Remote Access for the selected server

In Routing and Remote Access Server Setup Wizard page, click Next > button



Routing and Remote Access Server Setup Wizard

Welcome to the Routing and Remote Access
Server Setup Wizard

This wizard helps you set up your server so that you can
connect to other networks and allow connections from
remote clients.

To continue, click Next.

< Back Next > | | Cancel

In Configuration page, select Network address translation (NAT) option next to click Next > button



Configuration
You can enable any of the following combinations of services, or you can
customize this server.

" Remote access {(dial-up or VPN)

Allow remote clients to connect to this server through either a dial-up connection or a
secure virtual private network (VPN) Intemet connection.

Network address translation (NAT)
intemal clients to connect to the Intemet using one public IP address.

using a single public IP address.
(" Secure connection beétween two private networks
Connect this network to a

" Custom configuration
Select any combination of the features available in Routing and Remote Access.

For more information

In NAT Internet Connection page, select Use this public interface to connect to the Internet option and
one network adapter as “WAN-192.168.11.181" next to click Next > button



NAT Intemet Connection

You can select an existing interface or create a new demand-dial interface for
client computers to connect to the Intemet.

Use this public interface to connect to the Intemet:

(" Create a new demand-dial inteiface to the Intemet

A demand-dial interface is activated when a client uses the Intemet. Select this
option if this server connects with a or by using the Pointto-Point Protocol
over Ethemet. The Demand-Dial Int: Wizard will start at the end of this wizard.

For more information

In Name and Address Translation Services page, select Enable basic name and address services option
next to click Next > button



Name and Address Translation Services
You can enable basic name and address services.

Windows didnt detect name and address services (DNS and DHCP) on this network.
How do you want to obtain these services?
able basic name and address services

ting and Remote Access assigns addresses automatically and forwards name
tion requests to a DNS server on the Intemet.

< Back Next > Cancel

In Address Assignment Range page, click Next > button




Address Assignment Range
Windows has defined a range of addresses for your network.

Routing and Remote Access will provide an address to any computer on your network
which requests one. These addresses will be selected from the range defined below.
Network Address: 10.10.101.0
Network Mask:  255.255.255.0
This address range was generated from the IP address of your network adapter. You

can change the address range by defining a new static address for this network adapter
through the Network Connections Folder.

Click Next if the address range is acceptable. Click Cancel if you wish to exit the wizard
in order to define a new static address.

Click Finish button for completing the Routing and Remote Access Server Setup Wizard



Routing and Remote Access Server Sett

Completing the Routing and Remote Access
Server Setup Wizard

You have successfully completed the Routing and Remote
Access Server Setup wizard.

Summary:

Configured NAT for the following Intemet interface: PN
WAN-152.168.11.181 1

Clients on the local-area network will be assigned IP |=
addresses from the following range:

Network address: 10.10.101.0; network mask: v

To enable servers to respond to Intemet requests,
configure port mappings and update your firewall. For more
information about port mappings and firewall exceptions,
see Routing and Remote Access Helg:

To close this wizard, click Finish.
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This Server has already been configured successfully now
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4 [y VEFOURER 01 Routing and Remote Access Is Configured on This Server A

£ Network Interfaces : This server has already been configured using the Routing and Remote Access Server Setup
{23 Remote Access Logging Wizard. To make changes to the current configuration, select an item in the console tree, and then

4 5 pv4 on the Action menu, click Properties.
E General For more information about setting up a Routing and Remote Access, deployment scenarios, and
E Static Routes troubleshooting, see Routing and Remote Access Help.
= IGMP
B NAT
4 B IPvé
B General Enable DirectAccess on this Server
E Static Routes You are currently using only VPN for providing remote access to your clients. You can use rich

remote access experience based on DirectAccess by enabling DirectAccess on this server. Using
DirectAccess, your domain-joined clients can seamlessly connect to your corporate network. To
enable DirectAccess on this server, you can run the "Enable DirectAccess" wizard by selecting the
"Enable DirectAccess..." option on the action pane on the right or on right-clicking the machine
node on the left.
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